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**AWS Certified Developer – Associate**

**Professional Summary**

* Determined and Diligent IT professional with over 10+ years of experience in Cloud/DevOps and Linux System Administration.
* Monitored, Deployed, and Configured computer systems and networks. Experienced in AWS Cloud operations and Azure.
* Designed AWS CloudFormation templates to create custom-sized VPC, Subnets, and NAT to ensure successful deployment of Web applications and database templates and expertise in architecting secure VPC Solutions in AWS with the help of Network ACLs, Security groups, public and private network configurations.
* Hands-on experience in setting up database in AWS using RDS, storage using S3 bucket, and configuring instance backups to S3 bucket to ensure fault tolerance and high availability.
* Proficient in developing Web Services, related technologies & frameworks: REST, SOAPUI, and generating client’s client using Eclipse for Web Services consumption.
* Proficient in implementing BizOps principles to bridge the gap between development, operations, and business teams.
* Proven track record in designing, implementing, and optimizing Azure-based Continuous Integration/Continuous Deployment (CI/CD) pipelines, leveraging Infrastructure as Code (IaC) principles.
* Proficiency with application servers like WebSphere, WebLogic, JBOSS, and Tomcat.
* Expertise in Cloud Infrastructure Automation which includes Amazon Web Services (AWS), OpenStack, Ansible, Puppet, Maven, Jenkins, Chef, SVN, GitHub, WebLogic, Tomcat, JBoss, and LINUX, etc.
* Experience in Designing AZURE Resource Manager Template and extensive experience in designing custom build steps using PowerShell.
* Performed Provisioning of IAAS & PAAS Virtual Machines and Web, Worker roles on Microsoft AZURE Classic and Azure Resource Manager.
* Worked on various AWS components including EC2, ELB, ALB, ASG, CloudFront, Shield, RDS, Redis, VPC, Subnet, Security Groups, IA roles, S3, and CloudWatch.
* Expertise in areas such as setting up CI/CD pipelines, managing GitLab permissions and access controls, configuring merge requests, and leveraging GitLab's project management tools.
* Experience using Gradle, native app along with Artifactory, Nexus, sonarcube and Openshift.
* Written code for the Django application using version control tools such as Git, and collaborate through a platform like GitHub or GitLab.
* Implementing and managing security tools like intrusion detection systems (IDS), intrusion prevention systems (IPS), and firewall solutions.
* Collaborated with teams to integrate security into the CI/CD pipeline (DevSecOps).
* Integrated cloud services with ServiceNow (SNOW) for streamlined incident, change, and problem management.
* Leveraged Tableau to create interactive data visualizations and reports, offering insights into cloud infrastructure performance, resource utilization, and cost optimization.
* Experienced in data warehousing and analytics using Snowflake, enabling efficient data processing and driving data-driven insights.
* Adept at harnessing Azure Platform as a Service (PaaS) offerings to streamline application deployment and enhance development workflows.
* Created PowerShell scripts for automating various cloud management tasks, streamlining operations, and reducing manual intervention.
* Proficient in deploying, configuring, and managing containerized applications using OpenShift, Red Hat's robust and enterprise-grade Kubernetes platform.
* Expertise in containerization technology with Docker, enabling encapsulation and consistent deployment across various environments.
* Skilled in orchestrating containerized workloads using Kubernetes, streamlining application deployment, scaling, and management.
* Utilized Puppet for configuration management and automation of cloud instances.
* Implemented advanced monitoring solutions with Grafana and Splunk, providing real-time visibility into system performance, logs, and metrics.
* Worked with Terraform Templates to automate the Azure IaaS virtual machines using terraform modules and deployed virtual machine scale sets in production environment.
* Ensured successful architecture and deployment of enterprise grade PaaS solutions using Pivotal Cloud Foundry (PCF) as well as proper operation during initial application migration and set new development.
* Played a key role in automating the deployments on AWS using GitHub, Terraform, Puppet, Chef and Jenkins.
* Used Bash and Python included Boto3 to supplement automation provided by Ansible and Terraform for tasks such as encrypting EBS volumes backing AMIs and scheduling Lambda functions for routine AWS tasks.
* Extensive experience in setting up the CI/CD pipelines using Jenkins, Maven, Nexus, GitHub, CHEF, Terraform and AWS.
* Proficient in YAML, ARM templates, and Bicep for infrastructure provisioning and configuration management.
* Involved in integrating Chef cookbooks into Jenkins jobs for CD framework, worked with various custom resources, created roles & environments, and used chef handlers for different auto kickoff requirement jobs.
* Extensively worked on Jenkins for configuring and maintaining continuous integration (CI) and for End-to-End automation for all builds and deployments.
* Good Understanding and implementation experience of CI/CD pipeline, automation programmatically by creating Jenkins jobs and pipelines and solving various problems with ANT, Maven, Gradle as plugins.
* Installed and configured the databases like MySQL, NoSQL, DB2, PostgreSQL, MongoDB, DynamoDB, and Cassandra DB.
* Good scripting experience on Pearl, Bash, Shell, Groovy, and Python and developed python, and shell scripts for automation of the build and release process.

**Technical Skills**

Operating System: Linux, Virtualization, VMware, AWS, Windows Server

Automation/Deployment: AWS, CLI, CloudFormation, Ansible, Terraform

Cloud Infrastructure Automation: PowerShell, CloudFormation, Puppet

Scripting: Bash, Shell, Python, Playbook

Monitoring: CloudWatch, CloudTrail, Grafana, Splunk, Nagios, GitHub

Visualization: Tableau

Cloud services: EC2, S3, EBS, ELB, Cloud, IaaS, SaaS, PaaS, SELinux, Docker, Kubernetes, Jenkins (CI/CD)

Incident and Change Management: ServiceNow (SNOW)

**Work Experience:**

**Infosys, New York Dec 2020 – Present**

**Cloud/DevOps Engineer**

**Responsibilities:**

* Configured load balancer and auto-scaling group to allow HTTP service.
* Managed and creates rules and policies for various users and clients.
* Built servers using AWS, importing EBS volumes, launching EC2, auto-scaling.
* Experience in Agile, Scrum software development environment and Application Lifecycle Management.
* Created Snapshots and Amazon Machine Images (AMIs) of instances for backups, and snapshots.
* Contributed to open-source Terraform projects related to DevOps or infrastructure automation.
* Implemented NAT Gateway and AWS Firewall for enhanced security.
* Designed and implemented CI/CD pipelines using Azure DevOps or other CI/CD tools.
* Developed infrastructure as code scripts using tools like Terraform or Azure Resource Manager (ARM).
* Automated the provisioning and configuration of Azure resources.
* Implemented IaC best practices for scalability, security, and maintainability.
* Configured S3 and Glacier to manage data archiving, created VPC and launched AWS workspaces.
* Working on various Docker components like Docker Engine, Hub, Machine, Compose and Docker Registry (Artifactory)
* Designed, developed, and deployed serverless functions using AWS Lambda.
* Created monitors, alarms, and notifications for EC2 hosts using Cloud Watch.
* Working on Multiple AWS instances, set the security groups, Elastic Load Balancer and AMIs, Auto scaling to design cost effective, fault tolerant and highly available systems.
* Worked on integrating GIT into the continuous Integration (CI) environment along with Jenkins, AWS Code Deploy and AWS Code Pipeline.
* Implemented BizOps best practices to ensure that IT and business objectives were aligned, leading to improved operational efficiency.
* Wrote infrastructure as code using tools like Terraform and AWS CloudFormation to automate the provisioning of CaaS resources.
* Developed automation scripts and deployment pipelines using Java, JavaScript, and Python.
* Designing and implementing on-premises microservices architectures for high availability and scalability.
* Automated deployment processes using tools like Azure DevOps, Jenkins, and Ansible.
* Designed and implemented Azure-based infrastructure solutions to support scalable and highly available applications, ensuring optimal performance and cost-efficiency.
* Managed container orchestration using OpenShift to automate deployment, scaling, and management of containerized applications.
* Wrote and maintained YAML files for defining CI/CD pipelines, configuration files, and templates.
* Created and managed ARM templates and/or Bicep files for deploying Azure resources.
* Deployed Snowflake data warehouse on AWS to support big data analytics initiatives.
* Implemented CI/CD pipelines for Java applications using tools like Jenkins, GitLab CI/CD.
* Setting up huge Kubernetes platform with four clusters and helping various app teams.
* Implemented configuration management using Puppet for infrastructure automation.
* Set up monitoring and observability using Grafana for cloud resources.
* Collaborated with cross-functional teams to design, implement, and test Java applications.
* Conducted vulnerability assessments and implemented security scanning tools (OWASP ZAP, Nessus) to identify and address potential threats.
* Installed and configured security tools such as intrusion detection systems (IDS/IPS), antivirus solutions, and SIEM platforms.
* Build out server automation with Continuous Integration/Continuous Deployment tools like Jenkins/Maven for deployment and build management system.
* Experience with Azure Platform as a Service (PaaS) offerings such as Azure App Service, Azure SQL Database, Azure Functions, etc.
* Automated deployment processes using Azure DevOps, leveraging Infrastructure as Code (IaC) principles with tools like Azure Resource Manager (ARM) templates and Terraform.
* Dockerized applications by creating Docker images from Docker files and Docker-compose files on Linux Environment.
* Ensured the scalability, performance, and reliability of Java applications.
* Designed and implemented Python scripts for automating routine tasks, including configuration management, deployment, and monitoring.
* Developed PowerShell scripts for various DevOps tasks, including environment provisioning, configuration management, and automation of routine operational tasks.
* Setup and build AWS infrastructure various resources VPC EC2, EBS, Security Group, route 53, Auto Scaling, and RDS in CloudFormation.
* Designed and orchestrated complex workflows using AWS Step Functions.
* Integrated Lambda with other AWS services for building scalable and efficient applications.
* Designed and implemented ETL pipelines for efficient and timely data extraction from diverse databases including Oracle and MySQL.
* Designed and implemented CI/CD pipelines for on-prem applications.
* Configured and deployed applications to Azure PaaS services.
* Configured and customized the ServiceNow (SNOW) platform for IT service management.
* Created many Jenkins slaves and set up jobs on master to run on slaves.
* Configured Splunk for log management and analysis.
* Identified and resolved performance bottlenecks in microservices architecture.
* Conducted performance tuning and optimization for PostgreSQL databases, including query optimization, index optimization, and configuration tuning.
* Experienced in Unit testing frameworks such as JUnit, TestNG unit testing in creating test scripts and test suites.
* Configured and managed ELK stack to collect, search and analyze log files across the servers and created optimized indexes and derived analytics on Elastic search data.
* Ensured high availability and disaster recovery by configuring Azure services such as Azure Site Recovery and Azure Backup.
* Converted existing ARM templates to Bicep for improved readability and maintainability.
* Versioning and tracking changes to ARM/Bicep templates.
* Implemented security best practices by configuring firewalls, SELinux, and other security mechanisms to protect Red Hat Enterprise Linux (RHEL) systems.
* Automated infrastructure deployment and updates using CloudFormation stacks.
* Designed and developed interactive data visualizations and reports using Tableau.
* Conducted periodic reviews of data extraction processes and pipelines, identifying areas for improvement and implementing best practices to enhance efficiency.
* Setup SCM Polling for Immediate Builds with Maven and Maven Repository (Nexus Artifactory) by installing Jenkins Plugins for GIT Repository.
* Created scripts and automation tasks using PowerShell for managing cloud resources.
* Managed Kubernetes clusters to automate deployment, scaling, and management of containerized applications.
* Diagnosed and resolved issues related to application deployment, networking, and resource utilization in OpenShift environments.
* Set up monitoring tools such as Nagios, Zabbix, or Prometheus to track the health and performance of on-premises infrastructure.
* Used tools like Terraform and Ansible to define and manage Java application infrastructure in a version-controlled and automated manner.
* Set up monitoring solutions (Prometheus, Grafana) to track the performance and health of microservices.
* Managed Red Hat Enterprise Linux (RHEL) servers, performing tasks like installation, configuration, and maintenance.
* Collaborated with security teams to implement best practices for securing Azure resources.
* Designed ETL pipelines to load and transform data from various sources into Snowflake using Python and SQL.
* Developed Python and shell/bash scripts for Tomcat web application servers and automation of the build and release process and to automate certain processes for the smooth process of build tools like Maven.
* Contributed to the development of data analytics pipelines, enabling efficient processing and analysis of extracted data for actionable insights.
* Collaborated with the BizOps team to define and implement strategies for aligning technical initiatives with business objectives.
* Managed Git repositories using GitLab for source code version control, ensuring code collaboration and tracking changes effectively.
* Implemented monitoring and logging solutions using Azure Monitor, Application Insights, and Azure Log Analytics.
* Created Puppet manifests to define and manage system configurations.
* Utilized Bitbucket for version control and collaboration in a team setting.
* Created Ansible roles Using Ansible Vault in playbooks to protect sensitive data Administrative Support.
* Setting up huge Kubernetes platform with four clusters and helping various app teams.
* Monitored System performance and alert logs, Disk and CPU utilization using Nagios, AWS CloudWatch
* Used Ticketing Tools ServiceNow (SNOW) and Jira to ensure works are completed in timely manner.
* Troubleshot some Linux servers access issues

**Revature, New York July 2020 – Dec 2020**

**Cloud/DevOps Engineer**

**Responsibilities:**

* Used DevOps tools like Git, Bucket, and Ansible (for continuous deployment and configuration management)
* Automated the Cloud deployments using script and AWS formation Templates
* Worked in CI/CD in Jenkins for faster deployments
* Performed SRE tasks such as installing, configuring, and maintenance of different Linux environments
* Monitored Enterprise applications using Nagios for better system performance, optimization and cost
* Applied engineering principles to troubleshooting and follow up on defined corrective actions to prevent reoccurrences
* Experience with networking such as Firewall, routing, DNS
* Supported various clients on the Cloud Platforms environment
* Designed and deployed on-premises infrastructure for hosting microservices.
* Managed install and upgrades packages using yum and rpm
* Configured and installed Apache Web server deployed in Linux
* Designed and implemented Kubernetes-native CI/CD workflows, streamlining application delivery and updates.
* Utilized Docker to create, distribute, and manage containerized applications for consistent deployment across different environments.
* Integrated Java applications with continuous integration and continuous deployment (CI/CD) pipelines.
* Monitored and scaled Azure PaaS services based on application requirements.
* Managed incident, change, and problem management processes within SNOW (ServiceNow).
* Used Maven dependency management system to deploy snapshot and release artifacts to Nexus to share artifacts across projects and environments.
* Developed ARM templates and Bicep scripts to define and deploy Azure infrastructure, resulting in infrastructure as code that was version-controlled and auditable.
* Created Python scripts to automate routine tasks such as environment provisioning, configuration management, and deployment.
* Implemented IaC best practices to ensure scalability and reliability of Azure resources.
* Implemented infrastructure automation using Puppet configuration management.
* Set up and configured OpenShift clusters, ensuring high availability and reliability of applications.
* Configured the Azure Storage Accounts to enable soft delete and enabling the Encryption for the data at rest by using the keys provided by Microsoft.
* Integrated with various AWS services and Lambda functions to create end-to-end processes.
* Used Azure Resource Manager (ARM) to deploy, manage, delete all the resources together using a simple JSON script which involve number of Azure services
* Connected Tableau to various data sources, including cloud-based databases.
* Designed, implemented, and managed automated ETL pipelines for extracting, transforming, and loading data from diverse sources into Oracle and MySQL databases.
* Automated repetitive tasks using Java-based scripts and tools.
* Implemented branching and versioning strategies using YAML for better code management.
* Developed PowerShell scripts to automate routine tasks, streamline deployment processes, and enhance system administration.
* Deployed security tools such as WAFs, IDS/IPS, and SIEM systems to safeguard infrastructure and applications.
* Deployed and managed Azure PaaS services, including Azure App Service, Azure Functions, Azure Logic Apps, and Azure SQL Database.
* Customized alerts and notifications based on Grafana metrics.
* Knowledge of Azure Site Recovery and Azure Backup Installed and Configured the Azure Backup agent and virtual machine backup, Enabled Azure Virtual machine backup from the Vault and configured in Azure Site Recovery.
* Addressed security concerns related to Java applications and infrastructure.
* Build and maintain SQL scripts and execute different scripts for different environments.
* Managed Azure SQL DB instances troubleshooting issues and optimizing the performance of SQL Managed Instances.
* Implemented Splunk for log management, analysis, and monitoring.
* Developed ETL pipelines to extract data from various sources and load it into Oracle/MySQL databases.
* Managed the Azure Kubernetes Services (AKS) policies, providing access to different Azure resources, and developing and improving the workflows that govern access.
* Managed Red Hat subscriptions, ensuring timely updates, security patches, and access to support services.
* Maintained Team city continuous integration and deployments automated releases to DEV/TEST/STG/PROD environments.
* Written Chef Recipes to automate our build/deployment process and do an overall process improvement to any manual processes.
* Wrote Python code for data analysis, manipulation, and transformation.
* Wrote infrastructure-as-code templates using AWS CloudFormation.
* Created Docker images using Dockerfiles, incorporating best practices for image optimization and security.
* Installed and configured Team city for Automating Deployments and providing a complete automation solution.
* Performed the automation using chef Configuration management.
* Designed and implemented CI/CD pipelines for microservices, automating build, test, and deployment processes.
* Created Security groups, Network ACLs, Internet Gateways, and Elastic IPs to ensure a safe area for the organization in AWS public cloud.
* Monitoring and troubleshooting AWS Lambda functions for performance and reliability.
* Worked on Azure migrating like creating Azure VMs, storage accounts, VHDs, storage pools, migrating on-prem servers to Azure.
* Utilized GitLab to manage infrastructure code (Terraform, Ansible) in a version-controlled manner, enabling infrastructure changes through code.
* Monitored and optimized Java applications for resource utilization.
* Designed and orchestrated complex workflows using AWS Step Functions.
* Monitored the Azure VMs to display the network I/O bound, memory usage, CPU and other metrics.
* Configured Terraform back-end with Remote S3 for State Management, DynamoDB for State Locking, Developed Custom Modules for Templates to be reusable with multiple application stacks in AWS, utilized Terragrunt for Testing Framework.
* Wrote PowerShell scripts to automate and manage cloud infrastructure tasks.
* Created custom scripts or using analytics tools to extract insights from data and present them to stakeholders.
* Designed and optimized Snowflake databases and schemas for improved query performance and data organization.
* Designed and implemented strategies to scale applications horizontally and vertically based on demand using OpenShift features.
* Diagnosed and resolved issues related to RHEL (Red Hat Enterprise Linux) systems, including performance tuning, network configuration, and system stability.
* Managing K8’s applications using Helm, which involves creating reproducible builds of Kubernetes manifest files and managing releases of Helm packages.
* Container Management using Docker by writing Docker files and set up the automated build on Docker HUB.
* Virtualized the Servers using Docker for the Test Environments and Dev-Environments needs.
* Creating new Build jobs, Integration testing jobs and deploy jobs in Team city to automate the process.
* Handled large volumes of container clusters with Docker and Kubernetes.
* Deployed Applications into PROD & Pre-Prod environments with various Application server technologies like Apache Tomcat.
* Identified and resolved performance bottlenecks in on-premises infrastructure.
* Orchestrated multi-tier applications with AWS CloudFormation stacks.
* Administered Oracle and MySQL databases, optimizing performance, monitoring health, and ensuring high availability through replication and failover strategies.
* Used Git for version control to collaborate with development teams and manage Java codebase efficiently.
* Developed data pipelines to extract, transform, and load large datasets from various sources into Snowflake data warehouse.
* Developed Bash scripts for automation of routine tasks, including server provisioning, log management, and application deployment.
* Responsible for designing and deploying best SCM processes and procedures with Subversion (SVN), Bitbucket, Github, Git & eclipse.
* Collaborated with cross-functional teams to define data extraction requirements, ensuring accurate and timely data delivery for business analytics.
* Experience on writing Shell and Python scripting for automating tasks in Team city.

**Chetu, New Delhi, India Aug 2014 – Feb 2016**

**DevOps Engineer**

**Responsibilities:**

* System configuration/hardening using SELinux, permission on Linux servers as well as restricting access to terminals, disabling unnecessary services
* Extend logical volumes for files system growth need and configured swap for automatic mounting to survive a power cycle at system reboots
* Configured LVM, SWAP, disk partitioning and provisioning
* Detailed Troubleshooting and password recovery for Red Hat Linux and Centos
* MS SQL 2005 installation, configuration, and management (DB creation, backup, restore, User creation and permission).
* Designed and managed Azure-based infrastructure for scalable and highly available applications.
* Implemented Azure Resource Manager (ARM) templates for infrastructure as code (IaC) provisioning.
* Setup and maintained NFS, NIS, and TCP/IP network, configured the systems for TCP/IP Networking with the existing LAN, setting up SSH and SCP features between SUN systems and other Red Hat/UNIX hosts.
* Installation of ESX server and creation of VM's and install different guest OS and Updating ESX host's using VMware Update manager.
* Automated routine tasks and maintenance processes using PowerShell.
* Worked with development teams to break down monolithic applications into microservices.
* Ensured that microservices were loosely coupled and followed best practices for scalability and resilience.
* Used tools like Ansible, Puppet, and Chef to automate configuration and provisioning of on-premises servers and services.
* Integrated Python scripts into CI/CD pipelines to automate testing and deployment.
* Managed blue-green deployments and canary releases for zero-downtime updates.
* Diagnosed and resolved problems associated with DNS, DHCP, VPN, NFS, and Apache.
* Created Bash/shell scripts to monitor system resources and system maintenance.
* Orchestrated Azure services like Virtual Machines, Azure Functions, Azure App Service, and Azure SQL databases.
* Configured Azure Virtual Networks, Security Groups, and Network Security Groups for secure and controlled network access.
* Production support of Apache, Apache HTTPD, JBoss, Tomcat including installation, configuration, management, and troubleshooting.
* Set up monitoring and alerting systems (Nagios, Prometheus) to proactively detect and resolve issues in on-premises infrastructure.
* Created YAML-based pipeline definitions for Azure DevOps CI/CD, enhancing code quality and reducing manual intervention.
* Created deployment scripts and playbooks to streamline application deployment.
* Utilized infrastructure-as-code practices to define and manage OpenShift resources using tools like Ansible or Terraform.
* Set up and configured GitLab Runners to execute CI/CD jobs on various environments and platforms.
* Identified and troubleshot issues through Splunk's data insights.
* Integrated the Linux environment with Active Directory providing a Single Sign On (SSO) solution.
* Understand key concepts such as monitoring, performance in turning and automation

**Infrastructure Engineer / Build & Release Engineer**

**Avaya, India Aug 2011 – Aug 2014**

**DevOps Engineer**

**Responsibilities:**

* Worked with Dev team in resolving Build issues. Deploy artifact to different Environment and to Production as per SDLC process.
* Created and Provided New Release Branches for source code in SVN, TFS, Bit-bucket to developers.
* Configured, Automated and Deployed Chef, Ansible for Configuration Management to Existing Infrastructure.
* Deployed code to various Environments on DEV team request using Branching and Merging Techniques.
* Continuously improved the Build and Release process, used Ansible Tower to automate CD task and actively manages changes.
* Created and Built Jenkins jobs and store the Build artifacts in Nexus by using Pre-configured Scripts.
* Worked on installing Jenkins CI server, Design, Configure and Integrate with other tools.
* Managed Jenkins pipeline to auto trigger build process and publish artifact to artifactory repository
* Configured Docker networking to manage communication between containers and with external services.
* Performed Sonar Test and OAD scan to review and inspect Code Quality, Security and to detect bugs.
* Build and Release software baselines, code merges, branch and label creation in Subversion (SVN) and GIT, worked on migration from Subversion to Git (DVCS).
* Integrated PowerShell scripts into CI/CD pipelines for continuous deployment and testing.
* Monitored and optimized Azure resources to ensure cost-effectiveness and performance.
* Administered Jenkins continuous integration server installation and configuration to automate application packaging and deployments by integrating it with Git, Maven, Chef, JIRA, and Email servers.
* Worked with JIRA tool to track all the defects and changes released to all environments.
* Created proof of concept to perform ETL on audit log data using Kafka/Spark.
* Participated in Monthly Release, by Deploying Code changes to Production Server, provide support to maintenance of application, and Access Permissions and forms

**Education:**

* Master of Science (M.S.) Computer Information Systems Pace University, New York, NY – May 2020